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In the Wave footer, you can now click on the new "Licenses" link to review the licenses of
external composer packages currently used by Wave. This feature is important as it provides
transparency and ensures compliance with software licensing agreements, allowing users to
understand the legal and usage terms of the packages integrated into the platform.

The event execution service now includes a new configuration option allowing you to specify
which job types should be affected by the service. You can add src in the service options to
limit the execution to a single job type. If this setting is not configured, the event will execute
by default for all job types.

This feature in Wave allows authorized users to take over another user's account to review
platform behavior without using outdated and insecure Master or Mandator Passwords. It
ensures only users with appropriate admin levels can perform takeovers, preventing privilege
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escalation.

When initiating a takeover, support users can provide a message explaining the reason,
enhancing communication and context. This transparency improves user experience and
collaboration between support staff and users.

Activating the takeover logs out the affected user and sends them an informative email. The
system logs the activity in job histories, user histories, and Support Team Member histories,
making it easy to track takeovers. It is recommended to use this feature while deactivating
Master and Mandator passwords.

Wave now features a new logging area that collects and displays all configuration changes
across various sections, including Workflows, Events, Services, and more. Users with the
appropriate permissions can access this section from the main options menu.

To enhance clarity, log entries can be supplemented with comments explaining the reasons
for the changes. Additionally, there is an option to download and export the changelog.

SP-11038592: Fixing APL Checkboxes for multiple templates
SP-11046579: Create Job Buttons in Subscriptions Tab now depend on the configured
allowed child job types
SP-11051956: Removed '5F-' from MFA verification code
SP-11050235: Fixed resetting search parameters on changing selected columns
SP-11052068: Only run reflectTraceFields when a valid jobid is available
SP-11044840: Add Revisor PopUp is now wider
SP-11014089: Project Event Service is now able to handle archiving events
SP-11051457: Copy-to-Project Button is now available as soon a jobid is existing
SP-11052279: Display job history entries without filtering for a specific job type
SP-11050387: Better user log entries for the activation and deactivation of user backups
SP-11039646: Fixed issues with jobs loosing their history while archiving
SP-11049756: Fixed displaying boolean values in the devtools config overview
SP-11052481: Fixed issues with the config log
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SP-11052564: Fix opening the backupuser list
SP-11040247: Fixed wrong history entries when using setjobvalue on specific job field
types
SP-11049145: Fixed issues with sorting on the files tab
SP-11049667: Fixed issues with duplicated jobs in xls or csv exports

SP-11050448: Fixed wrong special characters in group names
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